This chapter introduces you to role-based access control. This serves as a basis for showing you how a purpose-based separation can be made within the authorization concept by using line organizational attributes and process organizational attributes. Finally, it describes how to make risk definitions and introduce a new risk assessment.
Chapter 7
Authorization Concept

For a long time, authorizations were the only thing many customers thought about when it came to data protection. Of course, a well-defined authorization concept will continue to play an extremely important role in data protection in the future. However, a large number of adjustments to the concepts may be necessary.

This chapter will provide you with a brief introduction to the role-based access control concept (RBAC). This serves as a basis for showing you how a purpose-based separation can be made within the authorization concept by using line organizational attributes (LOAs) and process organizational attributes (POAs). Finally, we’ll describe abstractly how to make risk definitions and introduce a new risk assessment.

7.1 Users and Authorizations: An Introduction

To display how the principle of minimization and purpose limitation can be realized in authorizations, you’ll need at least an overview of users and authorizations. The following explanations are based on the book Authorizations in SAP Software by Lehnert and Stelzner (SAP PRESS, 2010, www.sappress.com/2316).

7.1.1 Users

For a (natural) person to be able to perform actions in the SAP system, he needs a user to whom authorizations are assigned (see Figure 7.1). Each person 1 has 2 a user 3; one (or more) roles 4 are assigned to the user. A role 5 has a menu 6 that contains applications 7. In relation to these applications, authorizations 8 are included in the role. The individual authorizations are of an authorization object 9.
All of the actions in the SAP system are performed by users. There are different user types for different types of actions, as follows:

- **Dialog user**
  Dialog users are personalized for natural persons who use the graphical user interface, SAP GUI, to log on to the SAP system. The dialog user is the main user type and therefore the focus of this book.

- **Service user**
  Service users are used, for example, for the anonymous access of several users in web services. For this reason, the authorizations for this user type should be restricted considerably. A user logs on using the SAP GUI; it’s possible that the user will log on more than once. The status of the password of a service user is always productive, which also means that only a user administrator can change the password.

- **Communication user**
  Communication users are person-related users who log on, not using the SAP GUI, but rather by means of a remote function call (RFC). The user can change the password. The system checks whether the password has expired or is new. Depending on whether the user has logged on interactively or not, the password may have to be changed.

- **System user**
  System users are needed in technical processes, such as batch runs. The user doesn’t log on using the SAP GUI. Multiple logons are possible when working with system users. Passwords don’t have to be changed.

- **Reference user**
  The reference user is a means of simplifying authorization administration. It’s not possible to log on to the SAP system with this user. The reference user is used to pass on authorizations.

The business authorization concept also has to contain information about the users displayed. For reasons of rule conformity, you can only grant technical users the authorizations that are required, which makes it all the more important that this principle applies to all users that allow people to access the system.

### 7.1.2 Authorizations

Authorizations are necessary to start SAP ERP system applications and execute their functions. The following sections explain the structural properties and the use of authorizations in ABAP programs.

ABAP programs include authorization checks to protect the execution of a business function from unauthorized persons. When the programs are executed, the system determines whether the user is allowed to process the application-specific data as required.

To map a business process from the perspective of authorization, you first have to define a parameter for each characteristic value involved in the process. This parameter is called an authorization field. Because several parameters are normally involved in a business transaction, you’ll need to have the right combinations of authorization fields.

These combinations are called authorization objects. An authorization object consists of a maximum of 10 authorization fields and is assigned to an authorization object class. After you assign values to the fields contained in an authorization object, an authorization is created. In the following sections, we’ll look at two examples of authorization objects.

#### Example: Authorization Object M_BEST_EKO

Figure 7.2 shows a simple example of an authorization object M_BEST_EKO (Purchasing Organization in the Purchase Order).
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The object contains the authorization fields ACTVT (Activity) and EKORG (Purchasing Organization). You can use the authorizations for this object to specify which types of processing (e.g., creating purchase orders) members of a particular purchasing organization can perform within a given application (e.g., purchase order).

ACTVT is one of the most frequently used authorization fields, and appears in objects in very different application areas.

LOAs EKORG (Purchasing Organization) is the field in which you define the purchasing organizations these authorizations should apply to. Chapter 5, Section 5.2.1, already covered the purchasing organization as a line organizational attribute (LOA). At this point, you can also maintain this exact characteristic (and the other LOAs mentioned in Chapter 5) in the authorizations.

Example: Authorization Object M_BEST_BSA

The situation is similar for authorization objects such as M_BEST_BSA (Document Type in Purchase Order), which are suitable for including process organizational attributes (POAs), as previously described in Chapter 5, Section 5.3.

The authorization objects consist of two fields. If you choose to display this authorization object in Transaction SU21 (Maintain Authorization Objects), you’ll see a screen similar to Figure 7.3.

Figure 7.3 Authorization Object M_BEST_BSA

If the authorization objects have been specified, corresponding authorizations will be generated that will always be based on the role in this model. Both authorization objects are used to control which activity is possible, in which purchasing organization, and in which document type. Depending on the complexity of the program, several authorizations will be checked step by step, starting with a start authorization check. The checking sequence of the technical process in Transaction ME21N (Create Purchase Order) is simplified and schematized in Figure 7.4.

Figure 7.4 Authorization check during program execution
Access Restriction via LOAs and POAs

A user is assigned to a person, and roles are assigned to this user. The roles contain authorization objects that—as soon as the role has been generated—constitute the authorizations of the user concerned. A sequence of authorization checks takes place in a number of programs, for example, in business applications. It’s therefore possible to sufficiently restrict the user’s access using LOAs and POAs by differentiating the access in a relevant way.

7.2 Rethinking Organizational Levels

To complete the picture, a few more details about the organizational levels are necessary. For roles, the organizational levels are strong organizational differentiators that are validated in numerous authorizations. In many cases, the organizational levels correspond to the characteristics described in Chapter 5, Section 5.2.1, such as company code or purchasing organization.

The organizational levels available in the system are shown in table USORG (Organizational Levels for the Profile Generator), as shown in Figure 7.5. In principle, authorization fields for organizational levels can also be “raised.” Organizational levels are initially also authorization fields in an authorization object. Their special feature is their status and the possibilities that arise from it. Organizational levels are required for the derivation concept. As you go through the defined organizational levels, you’ll find that not all organizational levels are LOAs as defined in this book.

[Figure 7.4 Authorization Checks in the Program Sequence]

The first check shown in the graphic for S_TCODE (Transaction Code Check at Transaction Start) is also possible for other start authorization objects; the object S_SERVICE (Check at Startup of External Services) is particularly important for SAP S/4HANA because this is required for SAP Fiori apps.
The derivation concept is the central technical vehicle of the authorization concept. The system also recognizes the need to differentiate roles along clear organizational boundaries. As shown in Figure 7.6, roles can be derived from a central reference role that has its own specific organizational level characteristics and LOAs. Assuming there are three legally independent units, these can each be mapped with one set of LOAs; when deriving the roles, these values are entered in the derived role.

As described in Chapter 5, as a general rule, we assume that the purpose of processing personal data is to be considered specifically for a legally independent entity. Accordingly, it’s also important that the organizational model is reflected in the use of the organizational levels. Chapter 12 deals with the control measures that are necessary to achieve this. An essential question in this context is how the organizational levels were defined in the roles.

If, however, you want to start with authorizations as your first step of implementation, you have no other option than to determine the relationships outlined in Chapter 5, Section 5.2.1. This section will also show you where you can evaluate the assignments in the enterprise structure. You’ll have to determine which assignments are maintained and evaluate whether the relationships refer uniquely to a controller (usually the legal person). The controller is usually represented by the company code.

After you’ve traced this assignment, check table USORG (Organizational Levels for the Profile Generator) to see which organizational levels are available for authorizations in your system. The next step requires an actual analysis; you’ll have to examine the actual assignments to the authorizations in table AGR_1252 (Organizational Levels). You should also consider the manual values of these fields in table AGR_1251 (Authorization Data for Activity Group). Together, these two specifications provide information on which line-organizational differentiations currently exist for you in the roles. Entries made to these fields in table AGR_1251 (Authorization Data for Activity group) are also proof that your authorization concept doesn’t comply with the standard.

No Generic Maintenance
Generic maintenance with "*" or comprehensive intervals "0001–9999" aren’t generally useful as a means of differentiation.

Is the Data Processed Separately for Each Purpose?
Our regular discussions with SAP Consulting often deal with the question of whether or not data can actually be processed separately. In such cases, our standard response is that a brief look at the organizational differentiation of roles will provide a rapidly identified and weighty indicator.

7.3 Defining Process Attributes

POAs were already addressed in Chapter 5, Section 5.3. In doing so, we also clarified our assumptions in the process and gradually presented the elements of an exemplary process: customer, order, delivery, and billing.
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These business objects are regularly protected by relevant authorization objects that allow you to differentiate according to POAs. As an example, refer to authorization object V_VBAK_AAT (Sales Document: Authorization for Sales Document Types) (see Figure 7.7).

Figure 7.7 Authorization Object V_VBAK_AAT (Sales Document: Authorization for Sales Document Types)

Authorizations for handling a sales order are also assigned in SAP ERP Controlling (CO) (e.g., product cost estimate). From a data protection perspective, an application-related solution should be sought; this is achieved using the two authorization objects in Figure 7.8.


With regard to POAs, it’s also important that you’ve already identified the most important POAs in our procedure model because you’ll also need these attributes for blocking and deleting. Likewise, when using the Data Controller Rule Framework, the model should have already been mapped in its essential parts.

Figure 7.8 LOAs and POAs in the Authorization Objects for the Sales Order

An alternative procedure in this case is much more complex, as there are far more possible fields and approaches. However, experience with the customer has shown that a differentiation has usually already been made for purely business-related and internal organizational reasons; this differentiation must be examined and, where necessary, modified.

One possible starting point is again the characteristic value of the roles, which can be analyzed using table AGR_1251 (Authorization Data for the Activity Group). This time, however, it’s not just the small number of organizational levels that need to be considered but rather other numerous...
fields. You can further facilitate your work by describing the respective activities in the fields. For example, you may add the term “Exclude activity” to the field ACTVT.

### 7.4 Authorization Risks

As previously explained in Chapter 1, Section 1.2.4, authorizations must follow the strict principle of data minimization. All access beyond the purpose of processing is a violation of the minimization principle.

#### Data protection perspective

Risks in the authorization system are usually defined and evaluated. The classic approach is ultimately a principle of prohibition, which is simply based on the following principle: a user should not be able to execute certain actions or certain combinations of actions.

The principle of minimization is, however, a principle of requirement. A user should only be allowed to perform actions that correspond to the purpose of processing.

To highlight this (in a simplified way) with quantity structures, consider that of the approximately 60,000 business transactions, several thousand transactions (approximately 2,500 in the SAP Access Control rules) are listed in the classical risk definition logic and are regarded as risky. However, in terms of the minimization principle of data protection, any transaction that is suitable for exposing personal data is a risk if this isn’t needed for the specific purpose. Realistically, this is 20 times the amount.

#### All too risky?

This, however, not only leads to considerable challenges in terms of the amount of risk definitions but also in terms of the number of hits (again simplified). After all, every one of the users in the system deals with personal data in one way or another, and this is precisely what the number of hits would cover. It’s therefore almost worthless to say that almost every user deals with personal data. The question is therefore, what do we have to prove? We have to prove which users have access for which processing purposes.

#### Activity-related risks

From a user authorization perspective, activity-related risks can be divided into three different types of critical access into the system:

- **Segregation of duties (SoD) conflicts**
  
  SoD conflicts are the result of a combination of two activities. For example, the combination of supplier maintenance and order processing is critical. However, depending on rules, procedures, and Customizing settings, an SoD conflict can also be displayed within a transaction if the set of rules stipulates an SoD between entering and releasing a posting. The technical control of these various activities allows for an operation-oriented SoD; that is, a separation of the entry and release processes can be configured.

- **Critical actions**
  
  Critical actions affect a single activity (execution) leading to a risk. Maintaining metadata preferences, for example, is a critical action because it can result in the production system being opened for unauthorized modifications. A critical action is defined as the connection of an application, for example, of a transaction with an authorization object.

- **Critical authorizations**
  
  Critical authorizations are critical in themselves, without the type of access to this authorization needing to be defined already (technical definition: authorization object without connection to a specific transaction). One example is debugging in change mode.

This is what the “classic” risk perspective has to offer! What about the risks based purely on data protection law?

In data protection, the SoD is particularly important for system-related activities, such as the segregation of user administrator and authorization administrator, or the SoD in transportation management.

#### Transportation Management

By transportation management, we mean the management of transport requests between development and production systems.

SoD requirements explicitly linked to business management should be borne in mind, for example, when customers or suppliers are unblocked. The allocation of a special bonus and the initiation of payment are still a risk of SoD in terms of business management; this risk doesn’t have to be subject to any data protection considerations. The risks involved in the
SoD, therefore, play a rather marginal role in data protection in terms of volume.

Critical actions also exist in data protection. Naturally, technical actions are more serious. The previously mentioned general maintenance of metadata preferences is also an explicit data protection risk. Specifically, with regard to data protection, it should also be noted that unlimited access to tables generally constitutes a massive violation of the minimization principle and the principle of purpose separation.

The definition of critical authorizations in data protection is much more important than in classic risk assessment. For example, access to internal vendors (e.g., travel expenses) is a risk for all users, regardless of the type of access, who aren’t explicitly authorized for the purposes relating to internal accounts payable.

The requirement to only provide authorizations if the access is covered from the purpose of the processing leads to a new category. The latter must be in a position to provide information as to whether the separation of purposes in the user’s authorizations has been carried out in such a way that the user only has authorizations resulting from the purposes for which he has to be authorized. The term purpose risk has been introduced to describe this risk.

A purpose risk is a general, purpose-oriented risk definition using the authorization objects assigned to individual artifacts within a purpose, as well as the LOAs and POAs of a purpose. The purpose risk is therefore made up of a set of all critical authorizations as defined by data protection law in relation to all artifacts of a processing purpose.

Let’s begin by taking a look at the graphic in Figure 7.9. In this context, the sales order is protected by two essential authorization objects: V_VBAK_AAT (Sales Document: Authorization for Sales Document Types) and V_VBAK_VKO (Sales Document: Authorization for Sales Areas). The division, distribution channel, or sales organization may be used as LOAs. The POA is the order type. The activity is negligible for this assessment.

<table>
<thead>
<tr>
<th>Field Name</th>
<th>Field Description</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>V_VBAK_AAT (Sales Document: Authorization for Sales Document Types)</td>
<td>AUART</td>
<td>Sales Document Type</td>
</tr>
<tr>
<td></td>
<td>ACTVT</td>
<td>Activity</td>
</tr>
<tr>
<td>V_VBAK_VKO (Sales Document: Authorization for Sales Organization)</td>
<td>VKORG</td>
<td>Sales Organization</td>
</tr>
<tr>
<td></td>
<td>VTWEG</td>
<td>Distribution Channel</td>
</tr>
<tr>
<td></td>
<td>SPART</td>
<td>Division</td>
</tr>
<tr>
<td></td>
<td>ACTVT</td>
<td>Activity</td>
</tr>
</tbody>
</table>

Table 7.1 Risk Definition (Combination of “Critical” Authorizations)

This artifact-related observation must now be repeated for each artifact in the purpose until all risks have been defined.
The cumulative total of all risk definitions (which are in fact definitions of critical authorizations) represents the entire purpose risk. Thus, two levels can be represented: one general level that provides information about the purpose, and a concrete level that also identifies the artifacts in relation to the purpose (see Table 7.2).

<table>
<thead>
<tr>
<th>User</th>
<th>Purpose (General Level)</th>
<th>Artifact (Specific Level)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Miller</td>
<td>Sale of cough syrup</td>
<td>Customer master, sales order, billing document</td>
</tr>
<tr>
<td>Miller</td>
<td>Sale of peppermint tea</td>
<td>Customer master</td>
</tr>
</tbody>
</table>

Table 7.2 Two Levels of Purpose Risk

Again, if you’ve been following our proposed procedure model, where significant values have already been determined, they must also be applied accordingly. To do this, you’ll have to prepare the artifacts for their SAP ILM objects, for which you’ve already created rules. If you’ve already set up the Data Controller Rule Framework, you’ll find yourself in the comfortable position of having POAs, LOAs, and SAP ILM objects already assigned to the purpose.

7.5 Summary

The topic of authorizations is technical and not necessarily trivial. It’s also important for a more system-remote data protector to know that authorizations are generally checked at several levels, that the line organization and the process organization must be observed, and that there is a close relationship between the rules for deletion and the authorizations. It’s unlikely that a data protector of this kind will make technical risk definitions independently. They might also be able to consult those responsible in IT as to which risks are defined and how POAs and LOAs are to be taken into account.

In this chapter, we’ve shown the authorization-affine IT specialists that they can ultimately—albeit in the guise of data protection—expect a familiar field of activity with a generally substantial need for action.
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